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RAISE THE BAR  

 
CYBERSECURITY COMMITMENT 

 
VSE Corporation (VSE) is committed to protecting our customer, employee, and stakeholder data by 
utilizing secure information systems and practices. VSE maintains reasonable physical, technical, and 
administrative safeguards to help protect against the unauthorized access, use, and disclosure of 
customer data. 

 

VSE Audit Committee Cybersecurity Oversight 
The VSE Audit Committee is comprised of at least three independent directors who provide oversight of 
the process for enterprise risk management, to include cyber risk. Management briefs the Audit 
Committee (which is comprised of 100% independent directors) and/or the full Board of Directors on 
cybersecurity updates at least four times per year. Additional meetings may occur as the Audit 
Committee or its Chair deem advisable. The Audit Committee provides oversight for risk management, 
including developments related to the Company’s cybersecurity program and social media platforms. 
Some of these risks may be identified and directed to the full Board or other committees as appropriate. 
 

Law Enforcement and Security Community 
VSE maintains a working relationship with law enforcement,  IT vendors, and cybersecurity communities 
to ensure we are aware of and are protecting against the latest security events, zero-day vulnerabilities, 
and attacks.   

 

Security Frameworks Governance Risk and Compliance 

VSE has worked to meet our customer, SEC, and industry requirements as well as best practices.  

VSE follows a combination of industry frameworks (NIST, CIS, CMMC) to both ensure our systems are 

secure and meet our compliance requirement.  

 

Cybersecurity Awareness 
VSE provides various types of security awareness training and threat simulation to our employees 
throughout the year. This training provides users with a basic understanding of the security risks 
associated with their activities and of the applicable policies, standards, and procedures related to their 
job function.  

 

Monitoring and Breach Response  
Skilled VSE personnel monitor our systems utilizing a combination of security tools, services, and 3rd 
parties to address evolving threats and complex regulatory requirements. 
 

VSE provides required breach notifications to its customers, shareholders, and partners in compliance 
with contract requirements, and other state and federal regulatory requirements.  
 
Security Testing 
VSE performs regular testing of our systems including tabletop exercises, vulnerabilities and patch testing, 
and 3rd party testing to ensure we maintain an adequate defense in depth strategy.   


